
Police  officials:  FBI’s
secret probe of the Clinton
Foundation?
Both Fox News and the Wall Street Journal are reporting new
information surrounding the FBI investigation into the Clinton
Foundation, with sources saying the case will likely lead to
an indictment.

New details surfaced Thursday, when Fox News host Bret Baier
revealed  new  information  from  two  separate  sources  with
“intimate knowledge” of the case. Additionally, a new Wall
Street Journal report says FBI director James Comey’s pursuit
of the case is based on recordings of a suspect in a separate
corruption  case  who  spoke  about  the  Clinton  Foundation’s
dealings.

The Journal reports that despite views from Department of
Justice prosecutors who say the recordings as hearsay, the FBI
moved  forward  believing  these  recorded  conversations  gave
enough evidence to continue the probe.

While  Comey  has  not  released  a  public  statement  since  he
alerted Congress via email of new information surrounding the
Clinton Foundation case, Fox is reporting inside information
on where the FBI investigation currently stands.

According  to  Fox  News’  sources,  the  white  collar  crime
division of the FBI is looking into accusations of pay-for-
play  interaction  between  then  Secretary  of  State  Hillary
Clinton and the Foundation, which had allegedly occurred for
over a year. This operation allegedly favored specific donors
to the Foundation’s charities — a claim the Clintons have
previously denied.

At this point, one source says the FBI is deeming the Clinton
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Foundation  a  “very  high  priority.”  Interviews  have  been
repeatedly conducted about the case, and the FBI continues to
build “a lot” of evidence. Fox reports that the source went
even further to say, “there is an avalanche of new information
coming every day.”

The classified e-mail investigation is reportedly being run by
the National Security division of the FBI. The division is
currently  sorting  through  the  laptop  of  former  Democratic
Congressman Anthony Weiner, and have found e-mails believed to
be sent from Hillary Clinton’s server that claim:

1. The Clinton Foundation is much deeper, much larger, and
much more expansive than anyone has previously known.

2. Currently multiple teams of agents are searching Anthony
Weiner and two Clinton aides laptops.

3.  New  Clinton  emails,  which  haven’t  been  previously
investigated, were found on Anthony Weiner’s laptop which were
originally  written  and  stored  on  Hillary  Clinton’s  now
infamous private server. These emails are likely classified.

4. FBI sources believe the evidence at their disposal will
lead to indictments involving “pay-to-play” unless the DOJ
interferes with the investigation.

5. Additional FBI sources believe, within 99% accuracy, that
Hillary  Clinton’s  private  server  was  hacked  by  multiple
foreign intelligence agencies.

According to an executive order (EO- 13526) signed and issued
by Hillary’s boss President Barack Obama in 2009, there are
parts of that EO that directly impact her especially the fact
that  when  Clinton  left  her  job,  she  did  not  leave  the
classified  material  behind.

(Please note: Below is only a small part of Obama’s executive
order.)



Sec. 1.7. Classification Prohibitions and Limitations

(a) In no case shall information be classified, continue to be
maintained as classified, or fail to be declassified in order
to:

(1) conceal violations of law, inefficiency, or administrative
error;

(2)  prevent  embarrassment  to  a  person,  organization,  or
agency;

(3) restrain competition; or

(4) prevent or delay the release of information that does not
require protection in the interest of the national security.

(b) Basic scientific research information not clearly related
to the national security shall not be classified.

(c) Information may not be reclassified after declassification
and release to the public under proper authority unless:

(1) the reclassification is personally approved in writing by
the agency head based on a document-by-document determination
by the agency that reclassification is required to prevent
significant and demonstrable damage to the national security;

(2)  the  information  may  be  reasonably  recovered  without
bringing undue attention to the information;

(3) the reclassification action is reported promptly to the
Assistant  to  the  President  for  National  Security  Affairs
(National  Security  Advisor)  and  the  Director  of  the
Information  Security  Oversight  Office;  and

(4) for documents in the physical and legal custody of the
National  Archives  and  Records  Administration  (National
Archives) that have been available for public use, the agency
head has, after making the determinations required by this



paragraph,  notified  the  Archivist  of  the  United  States
(Archivist), who shall suspend public access pending approval
of  the  reclassification  action  by  the  Director  of  the
Information Security Oversight Office. Any such decision by
the  Director  may  be  appealed  by  the  agency  head  to  the
President through the National Security Advisor. Public access
shall  remain  suspended  pending  a  prompt  decision  on  the
appeal.

(d) Information that has not previously been disclosed to the
public  under  proper  authority  may  be  classified  or
reclassified after an agency has received a request for it
under  the  Freedom  of  Information  Act  (5  U.S.C.  552),  the
Presidential Records Act, 44 U.S.C. 2204(c)(1), the Privacy
Act  of  1974  (5  U.S.C.  552a),  or  the  mandatory  review
provisions  of  section  3.5  of  this  order  only  if  such
classification meets the requirements of this order and is
accomplished on a document-by-document basis with the personal
participation or under the direction of the agency head, the
deputy agency head, or the senior agency official designated
under section 5.4 of this order. The requirements in this
paragraph also apply to those situations in which information
has been declassified in accordance with a specific date or
event determined by an original classification authority in
accordance with section 1.5 of this order.

(e) Compilations of items of information that are individually
unclassified may be classified if the compiled information
reveals an additional association or relationship that: (1)
meets the standards for classification under this order; and
(2)  is  not  otherwise  revealed  in  the  individual  items  of
information.

Sec. 4.1. General Restrictions on Access. (a) A person may
have access to classified information provided that:

(1) a favorable determination of eligibility for access has
been made by an agency head or the agency head’s designee;



(2) the person has signed an approved nondisclosure agreement;
and

(3) the person has a need-to-know the information.

(b) Every person who has met the standards for access to
classified information in paragraph (a) of this section shall
receive contemporaneous training on the proper safeguarding of
classified  information  and  on  the  criminal,  civil,  and
administrative sanctions that may be imposed on an individual
who fails to protect classified information from unauthorized
disclosure.

(c) An official or employee leaving agency service may not
remove classified information from the agency’s control or
direct that information be declassified in order to remove it
from agency control.

(d) Classified information may not be removed from official
premises without proper authorization.

(e) Persons authorized to disseminate classified information
outside the executive branch shall ensure the protection of
the information in a manner equivalent to that provided within
the executive branch.

(f) Consistent with law, executive orders, directives, and
regulations, an agency head or senior agency official or, with
respect  to  the  Intelligence  Community,  the  Director  of
National Intelligence, shall establish uniform procedures to
ensure that automated information systems, including networks
and  telecommunications  systems,  that  collect,  create,
communicate,  compute,  disseminate,  process,  or  store
classified  information:

(1) prevent access by unauthorized persons;

(2) ensure the integrity of the information; and

(3) to the maximum extent practicable, use:



(A) common information technology standards, protocols, and
interfaces that maximize the availability of, and access to,
the information in a form and manner that facilitates its
authorized use; and

(B)  standardized  electronic  formats  to  maximize  the
accessibility of information to persons who meet the criteria
set forth in section 4.1(a) of this order.

(g) Consistent with law, executive orders, directives, and
regulations, each agency head or senior agency official, or
with respect to the Intelligence Community, the Director of
National Intelligence, shall establish controls to ensure that
classified information is used, processed, stored, reproduced,
transmitted,  and  destroyed  under  conditions  that  provide
adequate  protection  and  prevent  access  by  unauthorized
persons.

(h) Consistent with directives issued pursuant to this order,
an agency shall safeguard foreign government information under
standards  that  provide  a  degree  of  protection  at  least
equivalent to that required by the government or international
organization of governments that furnished the information.
When adequate to achieve equivalency, these standards may be
less  restrictive  than  the  safeguarding  standards  that
ordinarily apply to U.S. “Confidential” information, including
modified  handling  and  transmission  and  allowing  access  to
individuals with a need-to-know who have not otherwise been
cleared for access to classified information or executed an
approved nondisclosure agreement.

(i)(1) Classified information originating in one agency may be
disseminated to another agency or U.S. entity by any agency to
which it has been made available without the consent of the
originating agency, as long as the criteria for access under
section 4.1(a) of this order are met, unless the originating
agency has determined that prior authorization is required for
such  dissemination  and  has  marked  or  indicated  such



requirement  on  the  medium  containing  the  classified
information in accordance with implementing directives issued
pursuant to this order.

(2) Classified information originating in one agency may be
disseminated by any other agency to which it has been made
available to a foreign government in accordance with statute,
this order, directives implementing this order, direction of
the President, or with the consent of the originating agency.
For  the  purposes  of  this  section,  “foreign  government”
includes  any  element  of  a  foreign  government,  or  an
international  organization  of  governments,  or  any  element
thereof.

(3) Documents created prior to the effective date of this
order shall not be disseminated outside any other agency to
which they have been made available without the consent of the
originating agency. An agency head or senior agency official
may  waive  this  requirement  for  specific  information  that
originated within that agency.

(4) For purposes of this section, the Department of Defense
shall be considered one agency, except that any dissemination
of  information  regarding  intelligence  sources,  methods,  or
activities shall be consistent with directives issued pursuant
to section 6.2(b) of this order.

(5) Prior consent of the originating agency is not required
when  referring  records  for  declassification  review  that
contain information originating in more than one agency.

Sec. 5.5. Sanctions. (a) If the Director of the Information
Security Oversight Office finds that a violation of this order
or  its  implementing  directives  has  occurred,  the  Director
shall make a report to the head of the agency or to the senior
agency official so that corrective steps, if appropriate, may
be taken.

(b) Officers and employees of the United States Government,



and  its  contractors,  licensees,  certificate  holders,  and
grantees shall be subject to appropriate sanctions if they
knowingly, willfully, or negligently:

(1)  disclose  to  unauthorized  persons  information  properly
classified under this order or predecessor orders;

(2) classify or continue the classification of information in
violation of this order or any implementing directive;

(3) create or continue a special access program contrary to
the requirements of this order; or

(4)  contravene  any  other  provision  of  this  order  or  its
implementing directives.

(c) Sanctions may include reprimand, suspension without pay,
removal,  termination  of  classification  authority,  loss  or
denial of access to classified information, or other sanctions
in accordance with applicable law and agency regulation.

(d)  The  agency  head,  senior  agency  official,  or  other
supervisory official shall, at a minimum, promptly remove the
classification authority of any individual who demonstrates
reckless  disregard  or  a  pattern  of  error  in  applying  the
classification standards of this order.

(e) The agency head or senior agency official shall:

(1)  take  appropriate  and  prompt  corrective  action  when  a
violation or infraction under paragraph (b) of this section
occurs; and

(2) notify the Director of the Information Security Oversight
Office when a violation under paragraph (b)(1), (2), or (3) of
this section occurs.
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